www.iup.edu/DoDScholarship

If submitted, students can click withdraw before the Feb 1st to change their application. After Feb 1, this action will withdraw their application.

Students can choose their usernames – Password is 12 char or more.

Students now have ownership of their applications.
Applications is a two-part, see the below snapshot.

Students must acknowledge all 7 questions before moving forward

Students can submit either unofficial or official transcript in the system. But, if selected, students MUST submit official transcript to the PMO.
* I am currently enrolled or accepted for enrollment in a National Centers of Academic Excellence in Cybersecurity (NCAE-C) academic institution.
  @ Yes
  ☐ No

* Select the NCAE-C academic institution in which you are currently enrolled or accepted for enrollment:

  Select Locations:

  University of Washington, Washington X

  * My current GPA is one of the following (no rounding):
    3.2 or higher for Community College students, OR
    3.2 or higher for Undergraduate students, OR
    3.6 or higher for Graduate students
  ☐ Yes
  ☐ No

  Thank you for your interest in the program, but applicants must possess the required GPA to be considered.
**Degree-Related Requirements**

* In the FALL of Academic Year 2022-2023, I will have at least one full academic year remaining in a degree program(s).
  - ☑ Yes
  - ☐ No

* Anticipated Final Graduation Date (MM/DD/YYYY): 05/16/2024

* I am pursuing a course of study and/or have a declared major in one of the scientific, technical, or managerial disciplines related to cyber or with a concentration in cybersecurity:
  - ☑ Yes
  - ☐ No

**Identify Declared Major**
Select the scientific, technical, and managerial disciplines related to computer and network security and cybersecurity from the lists below.

**Cybersecurity Functions:** (select all that apply)
- [ ] System/network administration and operations
- [ ] Systems security engineering
- [ ] Information assurance systems and product acquisition
- [ ] Cryptography
- [ ] Threat and vulnerability assessment, to include risk management
- [ ] Web Security
- [ ] Operations of computer emergency response teams
- [ ] Computer Forensics
- ☑ Defensive information operations
- [ ] Critical information infrastructure assurance

**Cyber-related academic discipline(s) with concentrations in cybersecurity:** (select all that apply)
- [ ] Biometrics
- [ ] Business - Management
- [ ] Business - Administration
- [ ] Computer - Crime investigations
- [ ] Computer - Engineering
- [ ] Computer - Forensics
- [ ] Computer - Information Science
- [ ] Computer - Information Systems
- [ ] Criminology - Forensics

**Submit Part One**

**Part 2**

- Professional Summary
- Education
- Cyber Coursework
- Skill Set / Certifications
- Experience / Work History
- Key Projects
- Recognitions, Honors, and Awards
- References
- Letters of Reference
- Competencies
- Military Service and Veterans
- Agency Preferences
- Cyber Work Roles of Interest
- Languages
- Computer Programming Languages
- Security Clearance
- Review Supporting Documents
- Review and Print This Application

**Certify and Submit**
Students MUST pass Part 1 which determines eligibility to continue with the application.
Instructions
Please provide details about your education. Once you have added the information you wish to include, click "Continue" to advance to the next section.

Details About My Education

<table>
<thead>
<tr>
<th>School Name</th>
<th>City/ State</th>
<th>Degree</th>
<th>Degree Field</th>
<th>Major</th>
<th>Date Received</th>
<th>Action</th>
</tr>
</thead>
<tbody>
<tr>
<td>UNIVERSITY OF WASHINGTON - SEATTLE CAMPUS</td>
<td>Seattle, Washington, United States of America</td>
<td>Computer Sciences, Information Technology, Information Management, or related fields</td>
<td>Cyber Security</td>
<td>05/2024 (Anticipated)</td>
<td>Edit Remove</td>
<td></td>
</tr>
</tbody>
</table>

Part 1
- Instructions and Acknowledgements
- Personal Information
- Demographics
- General Requirements
- Academic Requirements
- Degree-Related Requirements

Submit Part 1

Part 2
- Professional Summary
- Education
- Cyber Coursework
- Skill Set / Certifications
- Experience / Work History
- Key Projects
- Recognitions, Honors, and Awards
- References
Applicants do not have to list work history but if you fill it up you must enter all info including salary

<table>
<thead>
<tr>
<th>Instructions</th>
</tr>
</thead>
<tbody>
<tr>
<td>Edit your work history below and select 'update'. To return to your work history summary without saving your edits, select 'cancel'. Fields marked with an asterisk (*) are required.</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Job Title</th>
</tr>
</thead>
</table>

<table>
<thead>
<tr>
<th>From</th>
</tr>
</thead>
</table>

<table>
<thead>
<tr>
<th>To</th>
</tr>
</thead>
</table>

<table>
<thead>
<tr>
<th>Salary</th>
</tr>
</thead>
<tbody>
<tr>
<td>This is a non-paid position</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Hours Worked</th>
</tr>
</thead>
</table>

<table>
<thead>
<tr>
<th>Other Types of Compensation</th>
</tr>
</thead>
</table>

<table>
<thead>
<tr>
<th>Employer's Name</th>
</tr>
</thead>
</table>

<table>
<thead>
<tr>
<th>Employer's City</th>
</tr>
</thead>
</table>

<table>
<thead>
<tr>
<th>Employer's State</th>
</tr>
</thead>
</table>

<table>
<thead>
<tr>
<th>Other (If Applicable)</th>
</tr>
</thead>
</table>

<table>
<thead>
<tr>
<th>Country</th>
</tr>
</thead>
</table>

<table>
<thead>
<tr>
<th>Other</th>
</tr>
</thead>
</table>

<table>
<thead>
<tr>
<th>Supervisor's Name</th>
</tr>
</thead>
</table>

<table>
<thead>
<tr>
<th>Supervisor's Phone Number</th>
</tr>
</thead>
</table>
Key Projects

* Provide information about key projects in which you have been involved. Include extracurricular activities that help you stand out from among other student applicants. Don't limit yourself to only including paid work experience. Include relevant volunteer work, community organizations, roles, societies, language proficiency, and prior military experience that demonstrate your ability to do the job. (2000 characters maximum.)

I have participated in the following extracurricular activities. Key projects I have worked on involved volunteer work and work in community organizations.

Spell Check

Save and Continue
Student MUST upload two letters of recommendation.
Students MUST provide write ups to ALL six competencies (max 2000 characters per competency)

**Competencies**

Describe your knowledge and ability in each of the six (6) competency areas below. The evaluation points are very high in this area. You must address each area identified. If you do not provide this information, your package will be deemed non-responsive and will not be considered.

1. Knowledge of the techniques of the cybersecurity discipline, including encryption, access control, physical security, training, threat analysis, and authentication. (2000 characters maximum)
   
   I have knowledge of the techniques of the cybersecurity discipline, including encryption, access control, physical security, training, threat analysis, and authentication.

   Spell Check

2. Knowledge of the human factors in cybersecurity, including human computer interaction, design, training, sabotage, human error prevention and identification, personal use policies, and monitoring. (2000 characters maximum)

   I have knowledge of the human factors in cybersecurity, including human computer interaction, design, training, sabotage, human error prevention and identification, personal use policies, and monitoring.

   Spell Check

3. Ability to identify and analyze problems, distinguish between relevant and irrelevant information to make logical decisions, and provide solutions to individual and organizational problems. (2000 characters maximum)

   I have identified and analyzed problems, distinguished between relevant and irrelevant information to make logical decisions, and provided solutions to individual and organizational problems.
Agency preference (1, 2, 3) one if #1

| U.S. Army Intelligence and Security Command (INSCOM) |
| U.S. Army Materiel Command (AMC) |
| U.S. Army Medical Command (MEDCOM) |
| U.S. Army North (USARNORTH) |
| U.S. Army Pacific (USARPAC) |
| U.S. Army South (USARSouth) |
| U.S. Army Space and Missile Defense Command (USASMDC) |
| U.S. Army Special Operations Command (USASOC) |
| U.S. Army Training and Doctrine Command (TRADOC) |
| Other U.S. Army Component |

Department of the Navy (NV)

| Naval Air Systems Command (NAVAIR) |
| Naval Facilities Engineering Command (NAVFAC) |
| Naval Information Warfare Center Atlantic (NIWC Atlantic) |
| Naval Information Warfare Center Pacific (NIWC Pacific) |
| Naval Information Warfare Systems Command (NAVWAR) |
| Naval Legal Service Command (NSLC) |
| Naval Sea Systems Command (NAVS)A |
| Naval Security Group (NAVSEGRU) |
| Naval Strike and Air Warfare Center (NSAWC) |
| Naval Supply Systems Command (NAVSUP) |
| Office of Naval Intelligence (ONI) |
| Other U.S. Navy Component |

U.S. Marine Corps (MC)

| 3 | U.S. Marine Corps Forces Cyberspace Command (MARFORCYBERCOM) |
| Other U.S. Marine Corps Component |
If you have never held a security clearance, you will select the last option (N/A)
FAILURE TO ATTACH THE REQUIRED DOCUMENTS PRIOR TO CERTIFYING AND SUBMITTING THIS APPLICATION WILL DEEM YOUR APPLICATION TO BE NON-RESPONSIVE, AND IT WILL NOT BE CONSIDERED.

MANDATORY DOCUMENTS: (All Applicants)
1. Official (certified) transcripts that validate the GPA you identified in the application.
2. Letters of reference (2 for New Applicants, 1 for Returning CySP Students).

OTHER DOCUMENTS: (May not be applicable to all applicants)
1. DD Form 214, Certificate of Release or Discharge from Active Duty (for those claiming 5-point veterans' preference eligibility).
2. SF-15 and other substantiating documentation (for those claiming 10-point veterans' preference eligibility).
3. Evidence of National Guard or Reserve Unit member.

Do NOT attach:
- Copies of degrees
- Copies of certificates
- Commemorative memorabilia
- Compositions
- Publications
- Personally Identifiable Media (Driver's License, Social Security Cards, Military IDs, etc.)

Attached Documents

<table>
<thead>
<tr>
<th>Name</th>
<th>Description</th>
<th>Type</th>
<th>Actions</th>
</tr>
</thead>
<tbody>
<tr>
<td>Transcript.docx</td>
<td>Academic Requirements Response</td>
<td>Academic Requirements Response</td>
<td>View Delete</td>
</tr>
<tr>
<td>Reference Letter 1.docx</td>
<td>Letters of Reference Response</td>
<td>Letters of Reference Response</td>
<td>View Delete</td>
</tr>
<tr>
<td>Reference Letter 2.docx</td>
<td>Letters of Reference Response</td>
<td>Letters of Reference Response</td>
<td>View Delete</td>
</tr>
</tbody>
</table>

Add Document
Instructions
Your application has been reviewed. The review process goes through and checks the various values that you have entered and checks for consistency and completeness. The messages marked as errors must be fixed before you can certify the application. Recommendations are indicators of things you may wish to double check but are not required to fix. Messages marked as reminders are for informational purposes. This review process is designed to help you ensure you are putting a complete, accurate and error free application forward for a vacancy.

Certify and Submit

Errors:
We have not detected any errors for your application.

Recommendations:
We have not detected any recommendations for your application.

Reminders:
We have not detected any reminders for your application.

Applicant Certification

Please read the statement below and check the box if it applies. If you do not certify your information on this screen, your employment application will not be complete and will not be considered.

I certify that, to the best of my knowledge and belief, all of the information on and submitted in support of my application is true, correct, complete and made in good faith. I understand that false or fraudulent information on or attached to this application may be grounds for not hiring me or firing me after I begin work, and may be punishable by fine or imprisonment. I understand that any information I give may be investigated.

☐ I certify that I have read and understand the applicant certification statement provided above.

More about my application:  

Part 1

- Instructions and Acknowledgements
- Personal Information
- Demographics
- General Requirements
- Academic Requirements
- Degree-Related Requirements

SUBMIT PART ONE

Part 2

- Professional Summary
- Education
- Cyber Coursework
- Skill Set / Certifications
- Experience / Work History
- Key Projects
- Recognitions, Honors, and Awards
- References
- Letters of Reference
- Competencies
- Military Service and Veterans
- Agency Preferences
- Cyber Work Roles of Interest
- Languages
- Computer Programming Languages
- Security Clearance
- Review Supporting Documents
- Review and Print This Application
- Certify and Submit
Once the student hits submit, they cannot change any thing

End of Students’ Slides