CARD #1  
You have just learned the following:

It started two weeks ago, when our security event console detected suspicious network activities. Our system administrator conducted his daily check on the system backup server and discovered a backup error message. Upon further investigation, though, he found no additional errors and noticed nothing unusual. He logged the error message according to standard logging procedures.

CARD #2

You have just learned the following:

A week ago, the database server on our corporate local area network crashed. After an automatic reboot, operations appeared normal, but shortly afterwards IT Support received several phone calls from users in the Accounting Department reporting that their network appeared to be slow. By noon, additional calls were received from users in other departments, to the point where IT support became overwhelmed and considered escalating the problem to management.

CARD #3  
You have just received the following email from the company CEO:  
“Our productivity has dropped significantly as a result of the cyber threat rumors and unresponsive systems. I want this problem resolved asap.”

CARD #4  
You have just received the following text message from the company’s legal department:  
“Customers who received unauthorized invoices are threatening legal action. Is anything being done about this??”

CARD #5  
You have just received a phone call from the company’s Chief Financial Officer:

“Customers and investors are losing confidence in our systems not buying our products or investing in our company. This is a disaster!”