
 

 

14 March 2018 

The Legal Space of Cyber Security – More Issues for Research and Practice (1:10-1:50pm ET) 

Mark your calendar and come join us for CAE Forum! CAE Forum is a live, real-time, online, 

academic forum where members of the CAE community give non-technical presentations on 

topics of value to the CAE community. CAE Forum is about sharing your ideas, knowledge, and 

expertise to empower and strengthen our community. It’s that simple. CAE Forum 

presentations are normally held on the third Wednesday of each month during the Fall and 

Spring semesters. 

Date: Wednesday 14 March 2018 

Time: 1:10-1:50pm ET 

Location: https://caecommunity.zoom.us/my/caeforum 

Just log in as “Guest” and enter your name. No password required. 

 

Title/Topic:  The Legal Space of Cyber Security – More Issues for Research and Practice 

Audience:  Students, Professors, Govt. 

Presenter(s):  Michael Losavio and Jarrod Hinton, University of Louisville 

Description:   

Our talk examines aspects of the legal space within which cyber security as a discipline 

operates. This includes: 

1. Some of the legal restrictions that can put you crossways with law enforcement with  
1. cyber security research,  

https://caecommunity.zoom.us/my/caeforum


2.  cyber security testing, 
3. cyber security implementation 

2. Some of the legal regulations that are part of a cyber security regime, and 
3. How the traditional criminal justice regime might be integrated in cyber security from 

holistic security. 

This program builds on the excellent CAE Forum presentation of Paula deWitt, Texas A&M, 

setting context for the essential, if abrasive, relationship between technology and law. 

 

CAE Forum is also recorded 

A recording of the live presentation will be made available for the world to see at the following 

address: 

https://www.caecommunity.org/cae-forum-resources 

 

Contact 

Contact us at: caeforum@caecommunity.org 
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